MMED - workshop June 2023
Computing Facilities Information

Visiting devices (campus buildings; not off-campus accommodation)

Short version:
1. Turn OFF Mac Address Randomization (also called private address).
2. Connect to the wifi network "AIMS”.
3. Use group workshop and password #Ramsey.

Some devices — especially phones — come with MAC Address
Randomization turned on and this is incompatible with our network
access. Please go to Settings > Wifi > AIMS > Settings > Advanced or
Privacy or Properties > MAC Address > Device MAC or Phone MAC (not
Randomized MAC or Private Mac) — before connecting to the wifi.

You will be auto-redirected or a pop-up saying “Sign in to network” (or browse
to and fill in and submit the form at regme.aims.ac.za) with group: workshop

and password: #Ramsey

Once submitted, it is forwarded to IT for approval. During office hours such
approval typically happens in under 10 minutes.

Acceptable Use Policy
By using the AIMS network you automatically agree to the Acceptable Use
Policies of our Internet Service Provider, the Tertiary Education Network, as

well as South African law. You can read those policies here:

https://www.tenet.ac.za/downloads/acceptable-use-policy
https://www.internet.org.za/ect act.html

Use of this network is always monitored on an aggregate basis, and when
incidents need to be responded to we may look at individual usage histories in
detail.

Accommodation
Wifi connectivity in AIMS accommodation is incidental — connectivity is
intended for and focussed on the labs, lecturing, and office areas.

Assistance
IT staff are at help@aims.ac.za Office 110.
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